CoMMUNITY BANKERS ASSOCIATION OF ILLINOIS

Webinar - On-Demand Web Link

The Board's Role in Cyber Security Risk
Thursday, February 25, 2021
2 - 3:30 p.m.

The persistent cyber security threat is everywhere and affects all financial institutions regardless of size. A single cyber security incident can cost
an institution hundreds of thousands of dollars and immeasurable reputation damage. As a board member, do you know you are responsible for
overseeing your institution’s cyber security program? What are your strategies to deal with cyber threats? What questions should you be asking
your IT leadership and IT steering committee to verify your institution is properly protected? If you have ever struggled with these questions or
just feel like you need to know more about board oversight of cyber security, then this presentation is for you.

HIGHLIGHTS

o Identify the cyber security oversight responsibilities of board members ~ TAKE-AWAY TOOLKIT
* Understand the cyber security threats faced by all financial institutions e List of pertinent questions to ask related to cyber security

e Ask pertinent and timely questions related to cyber security e Links to regulatory guidance on cyber security oversight
e Understand the value of the Automated Cyber Assessment Tool responsibilities for board members

(ACAT) e FSSCC ACAT version 2.1 with highlighted areas applicable to
e Determine if your cyber security controls should be improved board members

e Employee training log
e Interactive quiz

DON’T MISS THESE RELATED WEBINARS!
Board Reporting: Requirements, Timing, Delivery Options, Risks & Concerns on Wednesday, April 7, 2021
Fiduciary Responsibilities of New & Experienced Directors on Wednesday, September 15, 2021
Attendance verification for CE credits provided upon request.

WHO SHOULD ATTEND?
This session is designed for board members, CEOs, senior management, information security officers and IT steering committee members.

ABOUT THE PRESENTER

John Moeller, a principal at CLA, is focused on serving the technology needs of financial institutions. Over the past 35 years, Moeller has gained
extensive experience developing strategic technology plans for financial institutions. He performs technology and vulnerability/risk assessments,
controls reviews, and information security and business continuity program development, implementation, training and testing.

Moeller is a frequent speaker on information security, IT assessments and strategy, CIO outsourcing and managed IT services. He holds several
professional certifications, including Certified Information Systems Security Professional, Certified Ethical Hacker and EC Council — Certified
Security Analyst. He received a bachelor’s in Information Technology from Capella University, Minneapolis, MN.

THREE REGISTRATION OPTIONS

1. LIVE WEBINAR

The live webinar allows you to have up to three audio and Internet connections to view online visuals as the presentation is delivered. You may
have as many people as you like listen from your office speaker phone. Registrants receive a toll-free number and pass code that allow entrance
to the seminar. The session is approximately 90 minutes, including question and answer sessions. Seminar materials, including instructions, PIN
number, and handouts are emailed to you prior to the broadcast. You need the most-current version of Adobe Reader available free at
www.adobe.com.

2. ON-DEMAND WEB LINK**

Can'’t attend the live webinar? The ON-DEMAND WEB LINK** is a recording of the live event including audio, visuals, and handouts. We even
provide the presenter’s email address so you may ask follow-up questions. Within two business days following the webinar, you are provided
with a web link that can be viewed anytime for the next six months. This link expires six months after the live program date.

3. BOTH LIVE WEBINAR AND ON-DEMAND WEB LINK**
Options 1 and 2 described above.

NEW! Listen to the on-demand web link on your iPad, iPhone, Android. Instructions will be emailed to you with the on-demand link.
*All materials are subject to copyright and intended for your bank’s use only.

AFFORDABLE TRAINING, WHEN AND WHERE YOU CHOOSE

Community Bankers Association of lllinois ¢ 901 Community Drive ¢ Springfield, IL 62703



REGISTRATION FORM

The Board's Role in Cyber Security Risk
Thursday, February 25, 2021

Choose Your Training Option:

2--3:30 p.m.

Purchase Training Options CBAI Member| Prospective-Member*
(Check one)| (Registration includes bookups in up to three locations)
Live Webinar $275 $475
On-Demand Link** $275 $475
Special Pricing for Live Webinar & On-Demand Link $375 $575

**All materials are subject to copyright and intended for your bank’s use only.

Name

Title

Bank

Street Address

City/State/Zip

Phone Fax

Email

Material Delivery Options

(E-mail address is required for registration).

Check here if you are unable to receive your hook-up instructions and materials via the Internet and hard copies will be

mailed to you.

*Only financial institutions/firms eligible for CBAI membership.

Please select your payment method.

|:| Check Enclosed I:l Check in Mail |:| Credit Card*

*If you are paying by credit card, please fill out the following information. (MasterCard, Visa & Discover accepted).

Name as It Reads on Card

Card Number

Company Name on Card

Expiration Date

Billing Address of Card

Three-Digit Security Code

Mail it in:

CBAI Education Department
901 Community Drive
Springfield, IL 62703-5184

Call it in:
(217) 529-2265

Fax it in:
(217) 585-8738

ih

Click it in:
www.cbai.com
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5

Please note: On-demand link is available two days after the webinar date and expires six months after.
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